
DEFENCE AND SPACE 
Cyber

CymID
Lorem ipsum dolor sat

CymID
Comprehensive Identity 
Management and 	
Authentication Solution



CymID integrates IAM, provisioning, SSO, strong authentication and centralised 
access management, all essential functions for implementing a zero-trust 
architecture

Reduced costs thanks to the integration model and progressive pricing from the 
first user up to 10,000 users

Scalable solution tailored to the operational needs of organisations, particularly 
the military

CymID is a comprehensive and innovative 
identity management solution (IAM)

CymID is designed to fit seamlessly into your small and medium-sized systems, with a 
host of features and benefits:

	■ Accelerate and simplify the implementation of zero trust in your systems
	■ Ease of deployment for identity and access management (IAM) and single sign-on 

(SSO) thanks to a single solution tailored to cyber defence needs
	■ Multi-factor and multi-environment authentication
	■ Secure connections to applications and systems

Easy Deployement

CymID reduces the complexity of managing identities and 
access rights and prevents security breaches 

CymID is an IAM solution adapted to operational cyber-defence 
contexts

CymID reduces the volume of integration to implement an IAM 
and SSO system

CymID reduces time and effort required to maintain an IAM and 
SSO system in operational conditions



Secure connection to all your applications

Zero trust: a key issue for the security of 
tomorrow’s systems

Zero trust is increasingly crucial to securing systems due to the growing interconnection 
and heterogeneity of threats. 
By adapting authentication methods, it is possible to ensure optimum security on all 
devices (mobile, fixed, off-site, teleworking) and all applications (both sensitive and non-
sensitive).
CymID provides an innovative solution to help integrate zero-trust principles into 
interconnected systems. 
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Simple, rapid and secure integration of IAM and 
SSO functions into your systems

	■ Secure installation by Airbus Defence and Space 
Cyber teams on your site

	■ Immediate use and intuitive handling for users and 
administrators 

	■ Improve the overall security of your information 
system by reducing complexity



CymID integrates all IAM and SSO 
functionalities needed to implement zero trust

	■ Centralised management of users and 
authentication methods

	■ Adaptive access control model management 
	■ Management and assignment of access rights 

and business profiles
	■ Dynamic access management based on 

organisations and roles 

	■ Provisioning: Synchronisation with third-party directories and applications (Active 
Directory, FreeIPA, etc.)

	■ Adaptive authentication available and pre-configured
	■ Native support for identity federation, enabling interfacing with third-party 

authentication systems
	■ SSO support for all types of applications and systems

CymID includes a large catalogue of pre-packaged 
applications to reduce integration time and costs.
Start your journey to zero trust right now!
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